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At the heart of the new U.S. Army Operating Concept: Win in a Complex World 2020-2040 (AOC) is “complexity.” The AOC defines a complex environment as one “that is not only unknown, but unknowable and constantly changing.”

Globalization and advances in technology have made the world more complex and interconnected than at any other time in history. At the same time, those factors have facilitated attacks against U.S. national interests globally on an omnipresent battlefield by enemies who can use such factors to more effectively employ irregular capabilities to achieve traditional military effects. Such attacks are being conducted by state actors like Russia, China, North Korea, and Iran, as well as by nonstate actors like the Islamic State and al-Qaida.

Together, globalization and advances in technology have changed the nature and character of warfare. The era of clearly defined battle lines and firm coalitions is over. Therefore, winning in a complex world depends, more than ever, on popular support and, as the AOC points out, “more than just firepower.”

A central component to success in the contemporary operating environment (COE) is developing and maintaining a high degree of situational awareness. This herculean task of finding clarity and generating
understanding for the commander and the organization is a core intelligence function, but the Army’s current intelligence doctrine is too myopic and rigid to support commanders in this regard.

For the Army, the current default analytical model for generating understanding and supporting the military decision making process is intelligence preparation of the battlefield (IPB), defined by the U.S. Army as “the systematic process of analyzing the mission variables of enemy, terrain, weather, and civil considerations in an area of interest to determine their effect on operations.”

By virtue of being an analytical model, IPB eliminates consideration of certain paradigms while restricting the framing of thinking upfront in order to produce consistent and predictable results under specified conditions. One resulting fundamental problem with using IPB in the COE is that it was designed for well-structured problems of the past and not the “wicked problems” of today. In other words, IPB was designed to support commanders against a relatively well-known enemy in a conventional combined arms maneuver fight. In such a capacity, IPB served the Army exceptionally well.

However, as intelligence professionals look out into today’s sea of uncertainty and increasingly complex environments, they must ask themselves if IPB—their primary modus operandi—is best suited to support commanders operating in the COE. IPB is, at best, suboptimal for employment in complex environments because it is conventional-enemy centric and fails to contextualize environmental variables over time, thereby potentially concealing the root causes of conflict and instability. Better alternatives to IPB are systemic operational design or similar systems theory approaches because they focus on environmental systems. Such alternative approaches give the commander and organization a more in-depth understanding of the operating environment and problem than does IPB.

To put this in mathematical terms, IPB solves for x and design solves for y. Therefore, it makes little sense to attempt to solve for y using the x model.

To draw on the work of English philosopher Karl Popper, his analogy between “clouds” and “clocks” illustrates the point. Popper asserted that the world was broken down into two categories, clouds and clocks. Clocks are well-defined and systematic, and are easily disassembled and reduced to parts. One result is that, most often, there are correct, well-defined solutions for repairing or maintaining clocks.

On the other hand, clouds are amorphous, messy, and ill-defined. Compared to the predictable functions produced by the precision construction of clocks, clouds cannot be disassembled in any similar way to clocks and are highly unpredictable.
Similarly, IPB strives to be clock-like in describing the battlefield and predicting developments, which means that those who use it may be inclined to make the false assumption—as do many military practitioners—that everything is “clock-like” and predictable in a given operational area. Such an approach may result in discounting—or failing to observe—important factors that lie outside the parameters of the IPB analytical construct, including difficult-to-discern nuances of the human domain.

The dangers associated with analytical models characterized by rigid processes are well documented. Most notably, Carl von Clausewitz warned of the hazards of “methodism,” later expanded on by Dietrich Dörmer, which is “the unthinking application of a sequence of action we have once learned.” Their warning is clear: anything that prevents or inhibits the free flow of ideas, scope of inquiry, and critical thinking limits and impedes the commanders’ ability to understand and visualize.

Methodism is also similar to the social psychology theory of fundamental attribution error, which is the tendency to overemphasize internal characteristics while simultaneously underestimating contextual aspects of a situation. Consequently, since IPB narrowly frames critical thinking in just such ways, using it in complex environments may constrain thought and critical thinking about the environment and underlying problems, thereby limiting both understanding of it together with the development of options made available to the commander.

More to the point, as Lt. Col. Grant Martin opined in “The Deniers of ‘The Truth’: Why an Agnostic Approach to Warfare is Key,” the problem is with the Army’s religious-like commitment to analytical models, what he calls “technically rational paradigms,” that are ill-suited for the task of understanding complex adaptive systems (environment) and the human domain. Consider for a moment the impact on the operations process and overall understanding if a picture of the operating environment is derived from only one perspective. IPB leads to one such perspective—a reductionist approach to something that is not easily reduced or quantitatively understood. Therefore, in complex environments, IPB may give artificial structure and form to something that may not actually exist.

An illustration of this point is the use of the term anti-coalition movement (ACM) during the early years in Afghanistan. ACM was a catch-all term of convenience that gave the illusion of structure, form, and affinity among groups opposing the U.S.-led coalition. However, an ACM did not actually exist. As a result, this artificial construct was misleading and
counterproductive to developing accurate knowledge and understanding of core issues and the enemy.

In known environments characterized by conventional enemies, IPB is a fantastic tool for systematically identifying mission variables which, when applied to a template, can provide indicators and warnings of enemy intentions and activities—clock problems. Unfortunately, in unknown environments (ill-structured, or cloud problems) that have no templates, IPB products become random, uncontextualized information and data points. From this, it is easy to see how the value of IPB begins to diminish as the level of complexity increases.

IPB falls short with regard to unearthing the unknown nature and character of instability and conflict because IPB is enemy-centric and parochial. It presupposes there is a unified “enemy/threat” in the traditional sense, which then becomes the primary focus of the commander. However, it is conceivable that in a given complex operating environment there is no “enemy,” only conditions or systems that require adjustment to solve the problem and accomplish the mission. Therefore, in such contexts, IPB would fail to reveal root causes of problems or show relationships between variables because IPB’s enemy/threat perspective would restrict and inhibit full understanding of complex situations.

IPB also comes up short temporally; it is not well suited to detect changes in the environment and human domain. In military operations among populations, tracking the evolution and character of the conflict is a priority information requirement for any commander. Maj. Scott Stafford captured the point in an article when he wrote, “Today’s enemy is just as likely to be yesterday’s or tomorrow’s friend,” and “success or failure, tactical or strategic, depends on the Army’s ability to anticipate and shape how people and their identity groups perceive military missions in relations to their interests, and what they do about it.”

Obtaining the kind of information Stafford specifies as vital to success is rarely a priority and, in my
experience, rarely revisited after steps one and two of IPB. The constant reframing of Army design methodology (systemic operational design) with focus on the environmental system(s) would better serve commanders in the COE.

Design allows commanders to take an unstructured approach or “agnostic” approach to generating understanding.13 As Martin states, an agnostic approach is more inclusive and “appreciates multiple viewpoints and paradigms.”14 He goes on to observe, “Creatively thinking about warfare ought to be encouraged, and we must resist institutional attempts to codify how to approach thinking.”15 Therefore, to be truly successful in the COE, Army leaders have to challenge fundamental beliefs, take a critical approach to warfare, and unwed themselves from any one approach or checklist. More than ever before, the Army needs unbridled critical and creative thinkers; this is especially true for intelligence professionals.

With that said, the Army cannot completely divorce itself from models; it must have something to help guide it, and systemic operational design and systems theories offer a better way to analyze and understand unstructured problems than IPB. On the operational side of the house, the use of systemic concepts is not new—Army design methodology is well codified in doctrine. However, on the intelligence side, the embrace of systems thinking and incorporation of it into doctrine and into tactics, techniques, and procedures has been slow going, even though understanding the complex adaptive systems that comprise the environment is the lynchpin to success in the COE.

In the COE, commanders do not have the luxury of clarity, certainty, or templates. In most cases, the commander’s set of circumstances will be wholly unique and unlike anything experienced in the past. The value of having a profound and penetrating understanding and awareness, or what soft systems theorists would call a “rich picture” understanding, cannot be overstated because it helps the commander understand “why” things are happening and drives center of gravity analysis, collection planning, targeting, and the overall operational design.16 Thus, the systemic approach focuses on the environment and problem as opposed to IPB’s focus on the enemy.

Systemic thinking characterizes the environment and identifies root causes to such problems, not just the symptoms. Lt. Col. Brigham Mann puts it this way: “In essence, systemic thinkers attempt to ensure the military is ‘doing the right things,’ which is arguably much more important than just ‘doing things right.’”17

IPB is first in class for structured, enemy-centric problems, but systems theory-based approaches will better satisfy the commander’s information requirements in complex environments. Experiences over the last decade in Iraq and Afghanistan show the potential consequences of failing to understand the environment, a failure partly due to the limitations of IPB. Not to be misunderstood, this article does not advocate the death of IPB, but draws attention to the limitations and drawbacks concomitant with IPB, and advises using it only where appropriate (i.e., structured, enemy-centric operating environments).

Conclusion

The consequences of failure in the COE are high. So it is incumbent on intelligence professionals and commanders to take every step and precaution necessary to avoid psychological traps that would lead to the use of ill-suited analytical models and framing tools.

Therefore, for operating in the complex world, the Army should update intelligence doctrine to include systems theory analysis and intelligence operations. By understanding the character, function, and behavior of the complex adaptive systems of an operational environment, an intelligence staff officer will be better able to characterize the environment and help the commander frame the problem, thus making sense of the chaos.

We can never fully understand the full complexity of the “cloud” in the same way we understand the “clock,” but we can develop a better appreciation for it as well as greater understanding on how to deal with it by incorporating systemic approaches. To this end, IPB and systems theory approaches complement each other and together are a great one-two punch.
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